Electronic Eavesdropping Device and Wiretap Detection

Cost: $100, Limited to 10 participants per class
Registration is on a first come, first served basis.

The ½ day class addresses the use and detection of electronic eavesdropping devices, including audio and video recorders, in the home and in the workplace. There will be a discussion dealing with the acquisition of such devices, how and why they may be used, and the legal liabilities involved. Various pieces of equipment will be utilized in the demonstration, including commonly used non Kevlar encased eavesdropping devices and common, inexpensive devices that can be easily purchased and used inappropriately.

The class will provide each participant with an opportunity for “hands on” training using device detection equipment. Various pieces of equipment will be used to scan for bugs and wiretaps, and RF detectors will be used to detect an array of cameras and microphones. Long range eavesdropping devices such as parabolic microphones will also be used in this exercise. The creation of a Covert Area Network (CAN) using the electrical wiring of a building will be explained and demonstrated; prevention strategies will also be discussed.

The training is of special interest to law enforcement officers as well as corporate security professionals.

Eamon P. Doherty, Ph.D., FDU Assistant Professor of Administrative Science and computer security expert, will lead the training session.

For additional course information and a current class schedule please visit our website: www.fdu.edu/ctl

If you are interested in attending this class or any of the Cybercrime Training Lab classes, or you have any questions regarding the courses, please send an inquiry email to: doherty@fdu.edu
Or you may call Dr. Doherty at 201.692.6524.